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1. Az Adatvédelmi kódex célja 

Személyes adatok kezelése során 2018. május 25-ét követően az információs önrendelkezési jogról 
és az információszabadságról szóló 2011. évi CXII. törvény, továbbá az Európai Parlament és a 
Tanács A természetes személyeknek a személyes adatok kezelése tekintetében történő védelméről 
és az ilyen adatok szabad áramlásáról, valamint a 95/46/EK rendelet hatályon kívül helyezéséről 
szóló 2016/679-es általános adatvédelmi rendelet (a továbbiakban: Adatvédelmi Rendelet) 
szabályai érvényesülnek. 

Az Adatvédelmi kódex célja, hogy bemutassa az MTA Bölcsészettudományi Kutatóközpont (a 
továbbiakban MTA BTK) közalkalmazottjaként tudományos besorolásban kutató személyek 
számára, hogy milyen adatvédelmi követelményeknek kell megfelelni a kutatások során. 

Az MTA BTK tiszteletben tartja a kutatás szabadságát, így nem kíván az adatkezelési előírásokon 
keresztül a kutatások szabadságát sértő előírásokat meghatározni.  

Erre tekintettel az MTA BTK jelen Adatvédelmi kódexet ajánlás jelleggel fogalmazta meg, a 
kutatókra vonatkozó kötelező előírásokat a Belső adatvédelmi szabályzat rendelkezései 
tartalmazzák. 

 

2. Az Adatvédelmi kódex alkalmazási köre 

Az adatvédelem elveit és így az Adatvédelmi kódexet minden azonosított vagy azonosítható 
természetes személyre vonatkozó információ esetében alkalmazni kell.  

Az álnevesített személyes adatok, amelyeket további információ felhasználásával valamely 
természetes személlyel kapcsolatba lehet hozni, azonosítható természetes személyre vonatkozó 
adatnak kell tekinteni.  

Valamely természetes személy azonosíthatóságának meghatározásakor minden olyan módszert 
figyelembe kell venni – ideértve például a megjelölést –, amelyről észszerűen feltételezhető, hogy 
azt az adatkezelő vagy más személy a természetes személy közvetlen vagy közvetett azonosítására 
felhasználhatja.  

Annak meghatározásakor, hogy mely módszerekről, eszközökről feltételezhető észszerűen, hogy 
egy adott természetes személy azonosítására fogják felhasználni, az összes objektív tényezőt 
figyelembe kell venni. Így például az azonosítás költségeit és időigényét, számításba véve az 
adatkezeléskor rendelkezésre álló technológiákat és a technológia fejlődését. Az adatvédelem elveit 
ennek megfelelően az anonim információkra nem kell alkalmazni, nevezetesen olyan 
információkra, amelyek nem azonosított vagy azonosítható természetes személyre vonatkoznak, 
valamint az olyan személyes adatokra, amelyeket olyan módon anonimizáltak, amelynek 
következtében az érintett nem vagy többé nem azonosítható. Jelen Kódex ezért nem vonatkozik 
az ilyen anonim információk kezelésére, a statisztikai vagy kutatási célú adatkezelést is ideértve. 

Az adatvédelem követelményeit kell alkalmazni abban az esetben is, ha az adat csak a kutatás egy 
szakaszában kapcsolható meghatározható természetes személyhez, de később ezt a kapcsolatot az 
adat elveszíti. 

Nem kell alkalmazni az adatvédelem elveit és az Adatvédelmi kódex rendelkezéseit továbbá olyan 
esetekben, amikor elhunyt személyek személyes adatainak kezelése valósul meg. 
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3. Általános adatvédelmi követelmények 

3.1. Alapfogalmak 
Az Adatvédelmi Rendelet alapján az alábbi adatkörök különböztethetőek meg: 

- Személyes adat: azonosított vagy azonosítható természetes személyre („érintett”) 
vonatkozó bármely információ. 

o A személyes adaton belüli adatkörök (speciális kategorizálás a személyes adatokon 
belül): 

 különleges adat: a faji vagy etnikai származásra, politikai véleményre, 
vallási vagy világnézeti meggyőződésre vagy szakszervezeti tagságra utaló 
személyes adatok, valamint a természetes személyek egyedi azonosítását 
célzó genetikai és biometrikus adatok, az egészségügyi adatok és a 
természetes személyek szexuális életére vagy szexuális irányultságára 
vonatkozó személyes adatok, 

 genetikai adat: egy természetes személy örökölt vagy szerzett genetikai 
jellemzőire vonatkozó minden olyan személyes adat, amely az adott személy 
fiziológiájára vagy egészségi állapotára vonatkozó egyedi információt 
hordoz, és amely elsősorban az említett természetes személyből vett 
biológiai minta elemzéséből ered, 

 biometrikus adat: egy természetes személy testi, fiziológiai vagy 
viselkedési jellemzőire vonatkozó minden olyan sajátos technikai 
eljárásokkal nyert személyes adat, amely lehetővé teszi vagy megerősíti a 
természetes személy egyedi azonosítását, 

 egészségügyi adat: egy természetes személy testi vagy pszichikai egészségi 
állapotára vonatkozó személyes adat, ideértve a természetes személy 
számára nyújtott egészségügyi szolgáltatásokra vonatkozó olyan adatot is, 
amely információt hordoz a természetes személy egészségi állapotáról. 

Azonosítható az a természetes személy, aki közvetlen vagy közvetett módon, különösen 
valamely azonosító, például név, szám, helymeghatározó adat, online azonosító vagy a természetes 
személy testi, fiziológiai, genetikai, szellemi, gazdasági, kulturális vagy szociális azonosságára 
vonatkozó egy vagy több tényező alapján azonosítható. 

A személyes adatok mindig meghatározott érintetthez kapcsolódnak, aki bármely meghatározott, 
személyes adat alapján azonosított vagy - közvetlenül vagy közvetve - azonosítható természetes 
személy.  

Fontos, hogy a jogi személyeket az adatvédelmi védelem nem illeti meg, viszont a jogi személy 
alkalmazottjának kapcsolattartási adataira már kiterjed az Adatvédelmi Rendelet szabályozása is, 
azaz az üzleti partnerek kapcsolattartóinak adatai személyes adatként kezelendőek. Az érintettel 
való kapcsolat mindaddig fennáll, amíg van legalább egy személy, aki az érintetthez tudja kapcsolni 
az adatot.  

Nem minősül személyes adatnak az anonim adat, ami már nem köthető meghatározható 
személyhez. 

Az érintettre vonatkozó személyes adatokkal főszabály szerint adatkezelést végez az adatkezelő. 
Adatkezelés a személyes adatokon vagy adatállományokon automatizált vagy nem automatizált 
módon végzett bármely művelet vagy műveletek összessége, ilyen tevékenység különösen: 

- a gyűjtés,  

- a rögzítés,  

- a rendszerezés,  

- a tagolás,  
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- a tárolás,  

- az átalakítás vagy a megváltoztatás,  

- a lekérdezés,  

- a betekintés,  

- a felhasználás,  

- a közlés, a továbbítás, a terjesztés vagy az egyéb módon történő hozzáférhetővé tétel útján,  

- az összehangolás vagy az összekapcsolás,  

- a korlátozás,  

- a törlés, illetve a megsemmisítés. 

Tipikusan megjelenő személy az adatkezelési műveletek során az adatfeldolgozó. 
Adatfeldolgozónak minősül az a természetes vagy jogi személy, közhatalmi szerv, ügynökség 
vagy bármely egyéb szerv is, amely az adatkezelő nevében személyes adatokat kezel.  

Tipikus adatfeldolgozási esetkörök: 

- honlapot üzemeltető vállalkozások tevékenysége,  

- biztonsági kamerát üzemeltető vállalkozások tevékenysége, 

- szerverüzemeltetést végző vállalkozások tevékenysége, 

- munkaügyi adatkezelés során igénybe vett külső vállalkozások tevékenysége, 

- email rendszert üzemeltető vállalkozások tevékenysége. 

Az adatfeldolgozás nem válik el élesen az adatkezeléstől, az adatfeldolgozó az adatkezelésnél a 
leírtak szerint valamilyen adatkezelési műveletet hajt végre, de nem saját akaratából, hanem az 
adatkezelő utasítása és az adatkezelővel kötött szerződés alapján jár el. 

3.2.  Adatkezelés a kutatások során 

A kutatás során az alábbi adatkezelési szempontból is releváns lépéseket különböztetjük meg: 

- adatgyűjtés és adatelemzés, 

- kutatás lezárása és a publikáció elkészítése, 

- kutatási eredmény hasznosítása (pl. publikálás) és archiválása. 

Az egyes esetekben adatkezelőnek a kutató számít, amennyiben: 

- a kutatási programot és ezen belül a kutatás eszközeit, céljait, a gyűjtendő adatok körét maga 
határozza meg; 

-  a kutató kérdőíves felmérést végez és ennek során adatokat vesz fel, kezel, elemez;  

- más által gyűjtött adatokat használ fel kutatása során, saját kutatási céljai teljesítéséhez; 

- a kutatási együttműködés keretében a más által meghatározott céloknak megfelelően az 
adatokat maga gyűjti és elemzi. 

Az MTA BTK a kutatóval közös adatkezelőnek minősül, amennyiben a kutató a kutatás során 
létrehozandó művet közalkalmazotti jogviszonyban hozza létre és/vagy a kutatás eredményét az 
MTA BTK nevének feltüntetésével publikálja.  

 

Közös adatkezelés esetén: 

- a kutató feladata és felelőssége:  
o a kutatási témakör és tárgykör, valamint az eszközök meghatározásával kapcsolatos 

felelősség viselése, azaz a 4.5- 4.6. pont szerinti előírások betartása és azok alapján 
a kutatási tevékenység tartalmának meghatározása, 

o a 4.10. pont szerinti adatvagyon nyilvántartás vezetése, 
o az 5. pont szerinti előírások betartása, 
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o az MTA BTK által biztosított eszközök megfelelő használata, 
 

- az MTA BTK feladata és felelőssége: 
o a kutatáshoz biztosított informatikai eszközök informatikai biztonságának 

biztosítása, 
o az MTA BTK épületében elhelyezett papíralapú iratok, nyilvántartások őrzési 

feltételeinek megteremtése, 
o az érintettek jogainak biztosításában a közreműködés a 4.6. pont szerint, 
o a kutató számára adatvédelmi konzultáció biztosítása, 

- a kutató és az MTA BTK közös feladata és felelőssége: 
o a 6. pont szerint a kutatás lezárásával és publikáció előkészítésével  kapcsolatos 

előírások betartása, 
o a 7. pont szerint az eredmény hasznosításával kapcsolatos előírások betartása. 

4. Általános adatkezelési előírások 

4.1. Az adatkezelésnek megfelelő jogalappal kell rendelkeznie 

A jogszerű adatkezelés kiindulópontja, hogy az adatkezelőnek megfelelő jogalappal kell 
rendelkeznie a személyes adatok kezelésére. 

Személyes adat kezelésének jogalapja lehet, ha: 

a) az érintett hozzájárulását adta személyes adatainak egy vagy több konkrét célból történő 
kezeléséhez; 

b) az adatkezelés olyan szerződés teljesítéséhez szükséges, amelyben az érintett az egyik fél, 
vagy az a szerződés megkötését megelőzően az érintett kérésére történő lépések 
megtételéhez szükséges; 

c) az adatkezelés az adatkezelőre vonatkozó jogi kötelezettség teljesítéséhez szükséges; 

d) az adatkezelés az érintett vagy egy másik természetes személy létfontosságú érdekeinek 
védelme miatt szükséges; 

e) az adatkezelés közérdekű vagy az adatkezelőre ruházott közhatalmi jogosítvány 
gyakorlásának keretében végzett feladat végrehajtásához szükséges; 

f) az adatkezelés az adatkezelő vagy egy harmadik fél jogos érdekeinek érvényesítéséhez 
szükséges, kivéve, ha ezen érdekekkel szemben elsőbbséget élveznek az érintett olyan 
érdekei vagy alapvető jogai és szabadságai, amelyek személyes adatok védelmét teszik 
szükségessé, különösen, ha az érintett gyermek. 

Amennyiben a kutatáshoz személyes adat kezelése szükséges, az adatkezelésnek tipikusan két 
jogalapja lehet: 

- az érintett hozzájárulása, ha az adatot magától az érintettől gyűjti a kutató, 

- az adatkezelés közérdekű, amennyiben az érintettel nincs kapcsolata a kutatónak és az 
adatokat jogszerűen és kutatási céllal szerezte meg. 
 

4.2. Az adatkezelésnek igazolható céllal kell rendelkeznie 

A személyes adatok gyűjtésének minden esetben meghatározott, egyértelmű és jogszerű célból kell 
történnie; az adatokat nem szabad az adatkezelési célokkal össze nem egyeztethető módon kezelni 
(a „célhoz kötöttség elve”). 
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Az Adatvédelmi Rendelet alapján a személyes adatoknak, a gyűjtésük eredeti céljától eltérő egyéb 
célból történő kezelése csak akkor megengedett, ha az adatkezelés összeegyeztethető az adatkezelés 
eredeti céljaival, amelyekre a személyes adatokat eredetileg gyűjtötték. Ebben az esetben nincs 
szükség attól a jogalaptól eltérő, külön jogalapra, mint amely lehetővé tette eredetileg a személyes 
adatok gyűjtését.  

Ha az adatkezelés közérdekből elvégzendő feladat végrehajtása vagy az adatkezelőre ruházott 
közhatalmi jogosítvány gyakorlása érdekében szükséges, uniós vagy tagállami jog meghatározhatja 
és pontosan leírhatja azokat a feladatokat és célokat, amelyek tekintetében a további adatkezelés 
jogszerűnek és összeegyeztethetőnek tekintendő. A közérdekű archiválás céljából, tudományos 
és történelmi kutatási célból vagy statisztikai célból folytatott további adatkezelést 
összeegyeztethető, jogszerű adatkezelési műveleteknek kell tekinteni. 

Az Adatvédelmi Rendelet kiemeli azonban, hogy gyakran nem lehetséges a tudományos kutatási 
célú személyesadat-kezelés célját az adatgyűjtés időpontjában teljes mértékben azonosítani. Ezért 
lehetővé kell tenni az érintettek számára, hogy a tudományos kutatás bizonyos területeire 
vonatkozóan hozzájárulásukat adják az adatkezeléshez, betartva a tudományos 
kutatásokra vonatkozó, ismert etikai előírásokat (a kutatás etikai kereteit a vonatkozó 
nemzetközi szabályozók, valamint a Magyar Tudományos Akadémia Tudományetikai kódexe 
határozzák meg).  

Az érintettek számára biztosítani kell annak lehetőségét ilyen esetben, hogy – annyiban, 
ha a célok ezt lehetővé teszik – csak egyes kutatási területekre vagy a kutatási projekteknek 
csupán bizonyos részeire vonatkozóan adjanak hozzájárulást. 

Ezért a hozzájárulás beszerzésénél törekedni kell arra, hogy:  

- a lehető legpontosabb legyen a cél meghatározása,  

- ha a cél módosul időközben, akkor ahhoz ismételt hozzájárulást kell beszerezni, 

- amennyiben a kutatás ezt lehetővé teszi, biztosítani kell az érintettek számára, hogy csak a 
kutatás egyes részterületeire adjanak hozzájárulást. 
 

4.3. Az adatkezelésnek a vonatkozó jogszabályokban és a Magyar Tudományos 
Akadémia Tudományetikai kódexében foglaltaknak is meg kell felelnie 

Nem végezhető adatkezelés olyan kutatásban, ahol már a kutatási tevékenység sem jogszerű, azaz 
olyan kutatásra nem szerezhető be hozzájárulás az érintettektől, amely megsérti a magyar állam 
jogszabályi előírásait, így különösen az Alaptörvény kutatási tilalmait, vagy amely a kutatások etikai 
szabályrendszere alapján sem lenne elvégezhető. 

 

4.4. Törekedni kell az adatminimalizálásra 

A személyes adatok közérdekű archiválás céljából, tudományos és történelmi kutatási célból vagy 
statisztikai célból folytatott kezelését mindig az Adatvédelmi Rendelettel és az információs 
önrendelkezési jogról és az információszabadságról szóló törvénnyel összhangban, az érintett jogait 
és szabadságait védő megfelelő garanciák mellett kell végezni.  

A technikai és szervezési intézkedések minden esetben biztosítaniuk kell az adattakarékosság 
elvének betartását. Az adatgyűjtés csak olyan adatra vonatkozhat, amely a kutatás céljának 
megvalósulásához elengedhetetlen. 

Ezen intézkedések közé tartozhat az álnevesítés, amennyiben az említett célok ily módon is 
megvalósíthatók. Amennyiben a kutatási célok megvalósíthatók az adatok oly módon történő 
további kezelése révén, amely nem, vagy már nem teszi lehetővé az érintettek azonosítását, a célokat 
ilyen módon kell megvalósítani. 
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A korábbi célhoz képest eltérő célból a személyes adatok közérdekű archiválás céljából, 
tudományos és történelmi kutatási célból vagy statisztikai célból történő további 
kezelésére akkor kerülhet sor, ha az adatkezelő előzetesen felmérte, hogy ezek a célok 
megvalósíthatók olyan személyes adatok kezelésével, amelyek eleve nem vagy a 
továbbiakban már nem teszik lehetővé az érintettek azonosítását, feltéve hogy megfelelő 
garanciák állnak rendelkezésre (mint például a személyes adatok álnevesítése). 

A kutatások során tehát fel kell mérnie a kutatóknak, hogy: 

- milyen adatokra van szükség a kutatási célok eléréséhez,  

- elégséges-e a cél eléréséhez az álnevesített adatok kezelése (amely esetben bár az adat és a 
személy összekapcsolható, de az adatok főszabályként álnévvel, vagy egyedi azonosítóval 
tároltak), 

- minden kutatásban részt vevő személynek szükséges-e az adat és a személy 
összekapcsolásához szükséges információval rendelkeznie, 

- meddig szükséges az adat kezelése a cél eléréséhez, 

- lehet-e és ha igen, akkor mikor lehet az adatot anonimizálni (amely megszünteti teljes 
mértékben az adat és az érintett közötti kapcsolatot). 

Tekintve, hogy a kutatás mögötti adatbázisok a kutatási eredmények igazolásához is szükségesek, 
ezért a fenti kérdéseket a kutatás megkezdése előtt és a kutatás publikálását megelőzően is meg kell 
vizsgálni. 

 

4.5. Az adatkezeléssel kapcsolatban tájékoztatni kell az érintetteteket 

Az újonnan megkezdett adatkezelés esetében az érintetteket tájékoztatni kell. Ha az érintettől 
gyűjtik az adatokat, akkor az adatgyűjtés és a hozzájárulás beszerzése előtt kell a tájékoztatást 
megadni. Ha az adatot a kutató nem az érintettől gyűjti be, akkor legkésőbb a megszerzést követő 
30 napon belül kell a tájékoztatást megadni. 

 A tájékoztatásnak az alábbi információkat kell tartalmaznia: 

- a kutató kiléte és elérhetőségei;  

- az adatkezelő és képviselőjének kiléte és elérhetőségei; 

- amennyiben az adatkezelő rendelkezik ilyennel: az adatvédelmi tisztviselő elérhetőségei; 

- a személyes adatok tervezett kezelésének célja, valamint az adatkezelés jogalapja (ideértve 
különösen a kutató és harmadik fél jogos érdekeinek kifejtését is); 

- a személyes adatok címzettjei, amennyiben van ilyen, a címzettek kategóriái; 

- adott esetben annak a ténye, ha a kutató harmadik országba, vagy nemzetközi szervezet 
részére kívánja az adatokat továbbítani, a vonatkozó megfelelőségi határozat léte vagy 
hiánya, vagy ilyen adattovábbítás esetén a megfelelő és alkalmas garanciák megjelölése, 
valamint az adatok másolatának megszerzésére szolgáló módokra vagy azok elérhetőségére 
való hivatkozás; 

- a személyes adatok tárolásának időtartama, vagy ha ez nem lehetséges, ezen időtartam 
meghatározásának szempontjai; 

- az érintett azon jogáról történő tájékoztatása, hogy kérelmezheti az adatkezelőtől a rá 
vonatkozó személyes adatokhoz való hozzáférést, azok helyesbítését, törlését, vagy 
kezelésének korlátozását (zárolás), és tiltakozhat az ilyen személyes adatok kezelése ellen, 
valamint az érintett adathordozhatósághoz való jogát; 

- amennyiben az adatkezelés az érintett hozzájárulásán alapul, az arról való tájékoztatást, 
hogy hozzájárulását bármely időpontban visszavonhatja, amely nem érinti a visszavonás 
előtt a hozzájárulás alapján végrehajtott adatkezelés jogszerűségét;  
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- az érintettnek joga van a felügyeleti hatósághoz (a Nemzeti Adatvédelmi és 
Információszabadság Hatóság) címzett panasz benyújtására; 

- azt, hogy a személyes adat szolgáltatása jogszabályon vagy szerződéses kötelezettségen 
alapul vagy szerződés kötésének előfeltétele-e, valamint, hogy az érintett köteles-e 
személyes adatokat megadni továbbá, hogy milyen lehetséges következményekkel járhat az 
adatszolgáltatás elmaradása; 

- amennyiben ez releváns, az automatizált döntéshozatal ténye, ideértve a profilalkotást is, 
valamint legalább ezekben az esetekben, az alkalmazott logikára és arra vonatkozó közlés, 
hogy az ilyen adatkezelés milyen jelentőséggel és az érintette nézve milyen várható 
következményekkel bír.  

A tájékoztatás nyújtására vonatkozó kötelezettség teljesítése nem szükséges, ha az 
érintettnek ez az információ már a birtokában van, vagy ha a személyes adat rögzítését, illetve 
közlését valamely jogszabály kifejezetten előírja, vagy ha az érintett tájékoztatása lehetetlennek 
bizonyul vagy aránytalanul nagy erőfeszítést igényelne. E helyzet állhat elő az Adatvédelmi 
Rendelet szerint különösen akkor, ha az adatkezelés közérdekű archiválás célt, 
tudományos és történelmi kutatási célt vagy statisztikai célt szolgál. E tekintetben az 
érintettek számát, az adatok korát, valamint az elfogadott megfelelő garanciákat figyelembe kell 
venni. 

Az adatkezelési tájékoztatást, amennyiben az adatot nem az érintettől veszi fel a kutató javasolt a 
kutatás honlapján, ennek hiányában az MTA BTK vagy annak intézete honlapján elhelyezni, vagy 
a kutatás honlapján az MTA BTK tárgykörben készített általános tájékoztatására utalni. 

A tájékoztatáshoz felhasználható az 1-es melléklet szerinti tájékoztató minta. 

 

4.6. Az adatkezelés során biztosítani kell az érintettek számára jogaikat 

Az érintettet az alábbi jogok illetik meg az Adatvédelmi Rendelet alapján: 

- tájékoztatás kérés, 

- hozzáférés a személyes adatokhoz, 

- törléshez való jog, 

- korlátozáshoz való jog,  

- hordozhatósághoz való jog, 

- tiltakozás joga, 

- helyesbítésez való jog, 

- tiltakozás az automatikus döntéshozatal ellen.  
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Az egyes jogok és az egyes adatkezelési jogalapok kapcsolata: 

Jog Hozzájárulás 
Közérdekű 
adatkezelés 

Jogi 
kötelezettség 

Jogos érdek 

tájékoztatás kérés X X X X 

hozzáférés a 
személyes 
adatokhoz 

X X X X 

törléshez való jog X X X X 

korlátozáshoz való 
jog  

X X X X 

hordozhatósághoz 
való jog 

X    

tiltakozás joga  X  X 

helyesbítéshez való 
jog 

X X X X 

tiltakozás az 
automatikus 

döntéshozatal ellen 
X X X X 

 

4.6.1. Tájékoztatás kérés 

Az érintett jogosult arra, hogy az adatkezelőtől visszajelzést kapjon arra vonatkozóan, hogy 
személyes adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, jogosult 
arra, hogy a személyes adatokhoz és a következő információkhoz hozzáférést kapjon: 

- az adatkezelés céljai; 

- az érintett személyes adatok kategóriái; 

- azon címzettek vagy címzettek kategóriái, akikkel, illetve amelyekkel a személyes adatokat 
közölték vagy közölni fogják, ideértve különösen a harmadik országbeli címzetteket, illetve 
a nemzetközi szervezeteket; 

- adott esetben a személyes adatok tárolásának tervezett időtartama, vagy ha ez nem 
lehetséges, ezen időtartam meghatározásának szempontjai; 

- az érintett azon joga, hogy kérelmezheti az adatkezelőtől a rá vonatkozó személyes adatok 
helyesbítését, törlését vagy kezelésének korlátozását, és tiltakozhat az ilyen személyes 
adatok kezelése ellen; 

- a valamely felügyeleti hatósághoz címzett panasz benyújtásának joga; 

- ha az adatokat nem az érintettől gyűjtötték, a forrásukra vonatkozó minden elérhető 
információ; 

- az Adatvédelmi Rendelet 22. cikk (1) és (4) bekezdésében említett automatizált 
döntéshozatal ténye, ideértve a profilalkotást is, valamint legalább ezekben az esetekben az 
alkalmazott logikára és arra vonatkozó érthető információk, hogy az ilyen adatkezelés 
milyen jelentőséggel bír, és az érintettre nézve milyen várható következményekkel jár. 
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Ha a személyes adatokat harmadik országba vagy nemzetközi szervezet részére továbbítják, az 
érintett jogosult arra, hogy tájékoztatást kapjon a továbbításra vonatkozóan az Adatvédelmi 
Rendelet 46. cikk szerinti megfelelő garanciákról. 

4.6.2. Hozzáférés a személyes adatokhoz 

Arra vonatkozó kérelem esetében az adatkezelő az adatkezelés tárgyát képező személyes adatok 
másolatát az érintett rendelkezésére bocsátja.  

Az érintett által kért további másolatokért az adatkezelő az adminisztratív költségeken alapuló, 
észszerű mértékű díjat számíthat fel. Ha az érintett elektronikus úton nyújtotta be a kérelmet, az 
információkat széles körben használt elektronikus formátumban kell rendelkezésre bocsátani, 
kivéve, ha az érintett másként kéri. 

4.6.3. Törléshez való jog 

Az érintett jogosult arra, hogy kérésére az adatkezelő indokolatlan késedelem nélkül törölje a rá 
vonatkozó személyes adatokat; az adatkezelő pedig köteles arra, hogy az érintettre vonatkozó 
személyes adatokat indokolatlan késedelem nélkül törölje, ha az alábbi indokok valamelyike fennáll:  

- a személyes adatokra már nincs szükség abból a célból, amelyekből azokat gyűjtötték vagy 
más módon kezelték; 

- az érintett visszavonja az adatkezelés alapjául szolgáló hozzájárulását és az adatkezelésnek 
más jogalapja nincs; 

- az érintett a közérdekű, valamint az adatkezelő vagy harmadik fél jogos érdekeinek 
érvényesítéséhez szükséges adatkezelés ellen tiltakozik és nincs elsőbbséget élvező jogszerű 
ok az adatkezelésre, vagy az érintett a közvetlen üzletszerzés céljából beszerzett adatainak 
kezelése ellen tiltakozik;  

- a személyes adatokat jogellenesen kezelte az adatkezelő; 

- a személyes adatokat az adatkezelőre alkalmazandó uniós vagy tagállami jogban előírt jogi 
kötelezettség teljesítéséhez törölni kell;  

- a személyes adatok gyűjtésére az Adatvédelmi Rendelet szerinti, információs társadalommal 
összefüggő szolgáltatások nyújtásával kapcsolatosan került sor. 

Amennyiben az adatkezelő nyilvánosságra hozta a személyes adatot, és azt törölni köteles, az 
elérhető technológia és a megvalósítás költségeinek figyelembevételével megteszi az ésszerűen 
elvárható lépéseket – ideértve technikai intézkedéseket – annak érdekében, hogy tájékoztassa az 
adatokat kezelő további adatkezelőket, hogy az érintett kérelmezte a szóban forgó személyes 
adatokra mutató linkek vagy e személyes adatok másolatának, illetve másodpéldányának törlését. 

A törlést nem kell teljesíteni, amennyiben az adatkezelés: 

- véleménynyilvánítás szabadságához, vagy a tájékoztatáshoz való jog gyakorlása céljából 
szükséges, 

- jogi igények előterjesztéséhez, érvényesítéséhez és védelméhez szükséges, 

- jogi kötelezettség teljesítése miatt szükséges, 

- közérdekű archiválás, tudományos, vagy történelmi kutatás, statisztikai célból szükséges és 
az adattörlés lehetetlenné tenné, vagy komolyan veszélyeztetné az adatkezelés céljának 
teljesítését. 

Az Adatvédelmi Rendelet szerint a személyes adatok hozzájárulás visszavonását követő 
további megőrzése jogszerűnek tekinthető, ha az a véleménynyilvánítás és a tájékozódás 
szabadságához való jog gyakorlása, valamely jogi kötelezettségnek való megfelelés, 
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illetőleg közérdekből végzett feladat végrehajtása vagy az adatkezelőre ruházott 
közhatalmi jogosítvány gyakorlása miatt, vagy a népegészségügy területét érintő 
közérdekből, közérdekű archiválás céljából, tudományos és történelmi kutatási célból vagy 
statisztikai célból, vagy jogi igények előterjesztéséhez, érvényesítéséhez, illetve védelméhez 
szükséges. 

4.6.4. Korlátozáshoz való jog 

Az érintett jogosult arra, hogy kérésére az adatkezelő korlátozza az adatkezelést, ha az alábbiak 
valamelyike teljesül: 

- az érintett vitatja a személyes adatok pontosságát, ez esetben a korlátozás arra az 
időtartamra vonatkozik, amely lehetővé teszi, hogy az adatkezelő ellenőrizze a személyes 
adatok pontosságát, ha az adat pontossága azonnal megállapítható, a korlátozást nem 
szükséges végrehajtani, 

- az adatkezelés jogellenes, és az érintett ellenzi az adatok törlését, és ehelyett kéri azok 
felhasználásának korlátozását; 

- az adatkezelőnek már nincs szüksége a személyes adatokra adatkezelés céljából, de az 
érintett igényli azokat jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez; 
vagy 

- az érintett tiltakozott az adatkezelés ellen, de az adatkezelő jogos érdeke is megalapozhatja 
az adatkezelést, ez esetben amíg megállapításra nem kerül, hogy az adatkezelő jogos indokai 
elsőbbséget élveznek-e az érintett jogos indokaival szemben, az adatkezelést korlátozni kell. 

Ha az adatkezelés korlátozás alá esik, az ilyen személyes adatokat a tárolás kivételével csak az 
érintett hozzájárulásával, vagy jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez, 
vagy más természetes vagy jogi személy jogainak védelme érdekében, vagy az Unió, illetve valamely 
tagállam fontos közérdekéből lehet kezelni. 

Az adatkezelő az érintettet, akinek a kérésére az adatkezelést korlátozták, az adatkezelés 
korlátozásának feloldásáról előzetesen tájékoztatja. 

4.6.5. Hordozhatósághoz való jog 

Az adatkezelő a szerződéses jogalapon és a hozzájárulás alapján kezelt adatok esetében biztosítja 
az adatok hordozhatóságát.  

A hordozhatóság érdekében az MTA BTK informatikai felelősét kell megkeresni, aki a 
hordozhatóság keretében kérhető adatokat (azokat az adatokat tehát, amelyeket az érintett maga 
adott meg, és a megjelölt jogalap alapján valósul meg az adatkezelés) csv, vagy xml formátumban 
köteles átadni.  

A hordozhatóság jogának biztosítása esetén az érintettet: 

- megfelelő módon azonosítani kell, amelynek az adatkezelő kezelésében lévő adatokon kell 
alapulnia,  

- kétség esetén az azonosítást személyesen kell elvégezni. 

Papíralapú nyilvántartás esetében az adatokat a fent említett gépileg értelmezhető elektronikus 
formába kell átalakítani, kivéve, ha az érintett kifejezetten papíralapon kéri adatai megadását. 

 

4.6.6. Tiltakozáshoz való jog 

Az érintett részére biztosítani kell, hogy tiltakozhasson személyes adatainak kezelése ellen, ha az 
adatokat jogos érdek alapján kezeli az adatkezelő. 
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Emellett, ha a személyes adatok kezelésére tudományos és történelmi kutatási célból vagy 
statisztikai célból kerül sor, az érintett jogosult arra, hogy a saját helyzetével kapcsolatos okokból 
tiltakozhasson a rá vonatkozó személyes adatok kezelése ellen, kivéve, ha az adatkezelésre 
közérdekű okból végzett feladat végrehajtása érdekében van szükség. 

4.6.7. Helyesbítésez való jog 

Az érintett bármikor jogosult a helytelenül rögzített adatainak helyesbítését kérni. 

4.6.8. Tiltakozás az automatikus döntéshozatal ellen 

Az érintett jogosult arra, hogy ne terjedjen ki rá az olyan, kizárólag automatizált adatkezelésen – 
ideértve a profilalkotást is – alapuló döntés hatálya, amely rá nézve joghatással járna vagy őt 
hasonlóképpen jelentős mértékben érintené. 

A tiltakozás nem teljesíthető abban az esetben, ha a döntés: 

- az érintett és az adatkezelő közötti szerződés megkötése vagy teljesítése érdekében 
szükséges, 

- meghozatalát az adatkezelőre alkalmazandó olyan uniós vagy tagállami jog teszi lehetővé, 
amely az érintett jogainak és szabadságainak, valamint jogos érdekeinek védelmét szolgáló 
megfelelő intézkedéseket is megállapít; vagy 

- az érintett kifejezett hozzájárulásán alapul. 

 

4.7. Az adatkezelés során biztosítani kell az adatvédelmi incidensek kezelését 

Adatvédelmi incidensnek minősül a biztonság olyan sérülése, amely a továbbított, tárolt vagy más 
módon kezelt személyes adatok véletlen vagy jogellenes megsemmisítését, elvesztését, 
megváltoztatását, jogosulatlan közlését vagy az azokhoz való jogosulatlan hozzáférést eredményezi. 

Adatvédelmi incidens esetén:  

- ki kell vizsgálni az incidens okát,  

- fel kell mérni az incidensnek az érintett jogaira és magánszférjára gyakorolt hatását. 
Az adatvédelmi incidenst az adatkezelő indokolatlan késedelem nélkül, és ha lehetséges, legkésőbb 
72 órával azután, hogy az adatvédelmi incidens a tudomására jutott, köteles bejelenteni a Nemzeti 
Adatvédelmi és Információszabadság Hatóságnak, kivéve, ha az adatvédelmi incidens 
valószínűsíthetően nem jár kockázattal a természetes személyek jogaira és szabadságaira nézve. Ha 
a bejelentés nem történik meg 72 órán belül, mellékelni kell hozzá a késedelem igazolására szolgáló 
indokokat is. 

Ha az adatvédelmi incidens valószínűsíthetően magas kockázattal jár a természetes személyek 
jogaira és szabadságaira nézve, az adatkezelő indokolatlan késedelem nélkül köteles tájékoztatni az 
érintettet az adatvédelmi incidensről. 

Az érintett részére adott tájékoztatásban világosan és közérthetően ismertetni kell az adatvédelmi 
incidens jellegét, és közölni kell legalább az alábbiakat: 

- az adatvédelmi tisztviselő vagy a további tájékoztatást nyújtó egyéb kapcsolattartó nevét és 
elérhetőségeit; 

- ismertetni kell az adatvédelmi incidensből eredő, valószínűsíthető következményeket; 

- ismertetni kell az adatkezelő által az adatvédelmi incidens orvoslására tett vagy tervezett 
intézkedéseket, beleértve adott esetben az adatvédelmi incidensből eredő esetleges 
hátrányos következmények enyhítését célzó intézkedéseket. 

Az érintettet nem kell tájékoztatni, ha a következő feltételek bármelyike teljesül: 
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- az adatkezelő megfelelő technikai és szervezési védelmi intézkedéseket hajtott végre, és 
ezeket az intézkedéseket az adatvédelmi incidens által érintett adatok tekintetében 
alkalmazták, különösen azokat az intézkedéseket – mint például a titkosítás alkalmazása –, 
amelyek a személyes adatokhoz való hozzáférésre fel nem jogosított személyek számára 
értelmezhetetlenné teszik az adatokat; 

- az adatkezelő az adatvédelmi incidenst követően olyan további intézkedéseket tett, amelyek 
biztosítják, hogy az érintett jogaira és szabadságaira jelentett, az (1) bekezdésben említett 
magas kockázat a továbbiakban valószínűsíthetően nem valósul meg; 

- a tájékoztatás aránytalan erőfeszítést tenne szükségessé. Ilyen esetekben az érintetteket 
nyilvánosan közzétett információk útján kell tájékoztatni, vagy olyan hasonló intézkedést 
kell hozni, amely biztosítja az érintettek hasonlóan hatékony tájékoztatását. 

 

4.8. Az adatkezelési tevékenységet szabályozni kell 

Az adatkezelőknek, így a kutatóknak is előre kialakított, az adatvédelmi garanciarendszert biztosító 
belső szabályrendszerrel kell rendelkezniük. A belső szabályrendszer határozza meg az adatkezelési 
folyamatokat, így különösen azt, hogy milyen módon alakítja ki a kutató az adatkezelési folyamatait, 
milyen garanciákat biztosít, hogyan kezeli az érintettek kérelmeit, milyen intézkedéseket tesz 
incidensek esetében.  

Az Adatvédelmi kódex adatkezelési belső szabályrendszerként is hivatkozható. 

4.9. Adatvédelmi hatásvizsgálatot kell lefolytatni 

Adatvédelmi hatásvizsgálatot kell elvégezni különösen az alábbi esetekben: 

- természetes személyekre vonatkozó egyes személyes jellemzők olyan módszeres és kiterjedt 
értékelése, amely automatizált adatkezelésen – ideértve a profilalkotást is –alapul, és amelyre 
a természetes személy tekintetében joghatással bíró vagy a természetes személyt 
hasonlóképpen jelentős mértékben érintő döntések épülnek, 

- a személyes adatok különleges kategóriáinak (így az egészségügyi adatoknak) nagy számban 
történő kezelése esetében, 

- nyilvános helyek nagymértékű, módszeres megfigyelése esetében. 

A hatásvizsgálat szükségességét a kutatónak kell egyedileg megállapítania, figyelemmel arra, hogy a 
hatásvizsgálatot a kutatás megkezdését megelőzően kell elvégeznie.  

A hatásvizsgálatnak ki kell terjednie legalább: 

- a tervezett adatkezelési műveletek módszeres leírására és az adatkezelés céljainak 
ismertetésére, beleértve adott esetben az adatkezelő által érvényesíteni kívánt jogos 
érdeket; 

- az adatkezelés céljaira figyelemmel az adatkezelési műveletek szükségességi és 
arányossági vizsgálatára; 

- az érintett jogait és szabadságait érintő kockázatok vizsgálatára; és 

- a kockázatok kezelését célzó intézkedések bemutatására, ideértve a személyes adatok 
védelmét és az e rendelettel való összhang igazolását szolgáló, az érintettek és más 
személyek jogait és jogos érdekeit figyelembe vevő garanciákat, biztonsági 
intézkedéseket és mechanizmusokat. 

A hatásvizsgálat elvégzéséhez a www.naih.hu oldal elérhető PIA program is használható. 

Amennyiben a hatásvizsgálat alapján valamely kockázat nem kezelhető, a NAIH-hoz kell fordulni 
előzetes konzultáció keretében. 

http://www.naih.hu/
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4.10. Adatkezelési tevékenység-nyilvántartást kell vezetni 

A kutatónak az adatkezelések átláthatóságának biztosítása érdekében nem nyilvános adatkezelési 
tevékenység-nyilvántartást (adatvagyon-nyilvántartást) kell vezetniük, amely tartalmazza legalább: 

 az adatkezelő nevét és elérhetőségét; 

 az adatkezelés céljait; 

 az érintettek kategóriáinak, valamint a személyes adatok kategóriáinak ismertetését; 

 olyan címzettek kategóriáit, akikkel a személyes adatokat közlik vagy közölni fogják, 
ideértve a harmadik országbeli címzetteket vagy nemzetközi szervezeteket; 

 adott esetben a személyes adatok harmadik országba vagy nemzetközi szervezet részére 
történő továbbítására vonatkozó információk, beleértve a harmadik ország vagy a 
nemzetközi szervezet azonosítását, valamint az Adatvédelmi Rendelet 49. cikk (1) 
bekezdésének második albekezdés szerinti továbbítás esetében a megfelelő garanciák 
leírását; 

 ha lehetséges, a különböző adatkategóriák törlésére előirányzott határidőket; 

 ha lehetséges, az Adatvédelmi Rendelet 32. cikk (1) bekezdésében említett technikai és 
szervezési intézkedések általános leírását. 

A nyilvántartás vezetéséhez használható az Adatvédelmi kódex 2-es számú mellélete szerinti Excel 
nyilvántartás is. 

5. Adatgyűjtéssel és adatelemzéssel kapcsolatos ajánlások 

Az adatgyűjtés megkezdése előtt, figyelembe véve az Adatvédelmi kódex egyéb rendelkezéseit is, 
az alábbi lépések elvégzése szükséges. 

Kutatói adatkezelési tervet javasolt készíteni, amelyben meg kell határozni:  

 a kezelendő személyes adatok körét,  

 az adatok kezelésének célját, 

 az adatkezelés jogalapját,  

 az adatkezelés időtartamát; 

- fel kell mérni, hogy az adatokat előre láthatóan milyen informatikai rendszerben kezelik 
majd, az adatok milyen informatikai rendszerben jelennek meg; 

- meg kell határozni, hogy előre láthatóan az adatokhoz kinek szükséges hozzáférnie; 

- meg kell határozni, hogy az adatokat szükséges-e továbbítani más személy számára;  

- meg kell határozni, hogy az adatkezeléshez igénybe kell-e venni adatfeldolgozót, 
amennyiben igen, az adatfeldolgozó feladata mi lesz, várhatóan ki lesz az adatfeldolgozó; 

- meg kell határozni az adatkezelés megkezdésének tervezett időpontját, az adatok 
felvételének módját és pontos helyét (pl.: erre szolgáló internetes felület vagy papír alapú 
adatfelvétel); 

- meg kell határozni, hogy szükség van-e adatvédelmi hatásvizsgálatra; 

- meg kell határozni, hogy lehet-e az érintetteket tájékoztatni az adatkezelésről; 
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- meg kell határozni az adatkezelés jogalapjának megszűnését követően az 
adatmegsemmisítés rendjét attól függően, hogy az adatokat papíralapon vagy 
elektronikusan kezelték. 

 

A kialakított adatkezelési terv alapján: 

- el kell készíteni az adatkezelésről szóló tájékoztatót, ha az érintett tájékoztatása lehetséges, 

- el kell készíteni az adatfeldolgozási szerződést, 

- az adatkezelést nyilvántartásba kell venni. 
 

Adatfeldolgozási szerződés kötése esetén az MTA BTK Főigazgatói Titkárságához kell fordulni az 
adatfeldolgozási szerződés előkészítése és megkötése érdekében. 

Az adatgyűjtés és elemzés során az MTA BTK az alábbiakban működik közre az adatkezelés 
jogszerűségének biztosításához: 

- informatikai biztonsági előírásoknak megfelelő technikai eszközkészletet biztosít a kutató 
számára, 

- tanácsadást biztosít az adatkezelés tervezéséhez, 

- biztosítja, hogy a tájékoztatóban az adatvédelmi tisztviselője elérhetősége megjelenhessen. 

6. A kutatás lezárásával és a publikációk előkészítésével kapcsolatos 
ajánlások 

A kutatás lezárása és publikálás esetén a kutatónak: 

- meg kell vizsgálnia, hogy a kezelt személyes adatok álnevesített, vagy anonim kezelése a 
kutatás céljait szolgálja-e, van-e indok a további adatkezelések folytatására, 

- meg kell tennie minden intézkedést, hogy a kutatás nyilvánosságra hozott eredményeiben 
(pl. publikáció, előadás) csak a szükséges és elégséges mértékű személyes adat jelenjen meg. 
 
 

7. A kutatási eredmény hasznosításával és archiválásával 
kapcsolatos szabályok 

A hasznosítás során a kutatónak mérlegelnie kell a felfedési kockázat valószínűségét. Felfedési 
kockázat alatt kell megvizsgálni, hogy azonosítható-e a kutatásban érintett személy, ha 
azonosítható, akkor erről lehet-e tudomása, ha van tudomása az azonosíthatóságról, akkor a 
magánszféráját milyen mértékben érinti az adatkezelés.  

Amennyiben a felfedési kockázat magas, a publikációt módosítani kell a felfedési kockázat 
csökkentése érdekében. 

Az adatkezelőnek az MTA Tudományetikai kódexében foglalt előírások szerint kell gondoskodnia 
a kutatási anyag archiválásáról.  

Az archiválás során gondoskodni kell: 

- az illetéktelen módosítás kizárásáról, 

- a szándékolatlan megsemmisülés kizárásáról, 

- az illetéktelen személyek általi megismerés kizárásáról. 
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Amennyiben a kutatással kapcsolatos adatkezelési cél megszűnt, az adatokat (ideértve a 
papíralapú és elektronikus formában tárolt adatokat is) törölni kell. Az adatkezelési cél 
megszűnése akkor állapítható meg, ha a kutatási eredmény igazolásához, további kutatásokhoz 
az adatra a továbbiakban nincs szükség. Ha a kutatás során gyűjtött és rendszerezett adatok 
önmagukban is védendő értéket képviselnek, vagy kutatási eredményként kezelhetőek, az 
adatok törlését nem kell végrehajtani. 

 

Budapest, 2018. szeptember 3.  

 

          

………………………………………………………….. 
Fodor Pál 
főigazgató 
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1. melléklet: Minta tájékoztató 

 

Adatkezelési tájékoztató 

Jelen dokumentum tartalmazza az MTA Bölcsészettudományi Kutatóközpont (MTA BTK), 
valamint kutatójának a ______ témaszámú és tárgyú kutatásban megvalósuló adatkezelési 
tájékoztatóját.  

Az adatkezelési tájékoztató a 2016/679 számú Általános adatvédelmi rendelet (a továbbiakban: 
Rendelet) szabályaival összhangban készült. 

1. Adatkezelő adatai 

Kutatást vezető kutató neve: [...] 

Kutató levelezési címe: [...] 

Kutató email címe:  [...] 

Kutatás honlapja:  [...] 

 

MTA Bölcsészettudományi Kutatóközpont (MTA BTK) 
Levelezési cím: 1097 Budapest, Tóth Kálmán u. 4. 
E-mail: titkarsag@btk.mta.hu 
Honlap: www.btk.mta.hu 
 

1. A kutatás adatai 

Kutatás témaszáma:  [...] 

Kutatás tárgya/címe:   [...] 

Kutatás időtartama:  [...] 

 

2. A kutatásban kezelt adatok köre 

A kutatás céljának eléréséhez az alábbi adatok kezelése szükséges: 

- [...], 

- [...], 

Az adatok forrása: 

- Az adatokat közvetlenül az érintettektől szerezzük be.  

Vagy 

- A kutatáshoz szükséges adatokat az [...] adatbázis felhasználásával szerezzük be. 

 

3. Az adatkezelés joglapja 

A kutatásban kezelt személyes adatok jogalapja a Rendelet 6. cikk (1) bekezdés a) pontja alapján az 
érintettek önkéntes hozzájárulása. 

vagy 

mailto:titkarsag@btk.mta.hu
http://www.btk.mta.hu/
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Az adatkezelés jogalapja a Rendelet 6. cikk (1) bekezdés e) pontja alapján az, hogy a kutatási 
tevékenységgel megvalósítsuk a kutatáshoz kapcsolódó közérdekű feladatot. 

4. A kutatás és adatkezelés célja 

[Kutatás céljának leírása.] 

5. Az adatok kezelésének időtartama 

A kutatásban a megismert adatokat [határidő]-ig kezeljük. 

6. Az Ön jogai az adatkezeléssel kapcsolatban  

Az adatkezelés időtartamán belül Önt a Rendelet előírásai szerint az alábbi jogok illetik meg: 

- személyes adatokhoz és az adatkezeléssel kapcsolatos információkhoz való hozzáférés, 

- helyesbítéshez való jog,  

- adatkezelés korlátozása, 

- törléshez való jog, 

- hordozhatósághoz való jog, 

- tiltakozáshoz való jog, 

- hozzájárulás visszavonási joga. 

Amennyiben Ön jogaival élni kíván, az az Ön azonosításával jár együtt, valamint Önnel 
szükségszeren kommunikálnunk kell. Ezért az azonosítás érdekében személyes adatok megadására 
lesz szükség (de az azonosítás csak olyan adaton alapulhat, amelyet egyébként is kezelünk Önről), 
valamint az email fiókunkban elérhetőek lesznek az Ön adatkezeléssel kapcsolatos panasza a jelen 
tájékoztatóban, a panaszokkal kapcsolatban megjelölt időtartamon belül. 

Az adatkezeléssel kapcsolatos panaszokat legkésőbb 30 napon belül válaszoljuk meg. 

A hozzájárulás visszavonásának joga 

Ön bármikor jogosult az adatkezeléshez adott hozzájárulást visszavonni, ilyen esetben a megadott 
adatokat rendszereinkből töröljük.  

A személyes adatokhoz és információkhoz való hozzáférés 

Ön jogosult arra, hogy visszajelzést kapjon arra vonatkozóan, hogy személyes adatainak kezelése 
folyamatban van-e, és ha adatkezelés folyamatban van, jogosult arra, hogy: 

- a kezelt személyes adatokhoz hozzáférést kapjon és  

- a következő információkról tájékoztassuk: 

o az adatkezelés céljai; 

o az Önről kezelt személyes adatok kategóriái; 

o információ azon címzettekről vagy címzettek kategóriáiról, akikkel, illetve 
amelyekkel a személyes adatokat közöltük vagy közölni fogjuk; 

o a személyes adatok tárolásának tervezett időtartama, vagy ha ez nem lehetséges, 
ezen időtartam meghatározásának szempontjai; 

o az Ön azon joga, hogy kérelmezheti az Önre vonatkozó személyes adatok 
helyesbítését, törlését vagy kezelésének korlátozását, és jogos érdeken alapuló 
adatkezelés esetén tiltakozhat az ilyen személyes adatok kezelése ellen; 

o a felügyeleti hatósághoz címzett panasz benyújtásának joga; 
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o ha az adatokat nem Öntől gyűjtötték be, a forrásukra vonatkozó minden elérhető 
információ; 

o az automatizált döntéshozatal tényéről (ha alkalmazott ilyen eljárás), ideértve a 
profilalkotást is, valamint legalább ezekben az esetekben az alkalmazott logikára és 
arra vonatkozóan érthető információkat, hogy az ilyen adatkezelés milyen 
jelentőséggel, és Önre nézve milyen várható következményekkel bír. 

A jog gyakorlásának célja az adatkezelés jogszerűségének megállapítására és ellenőrzésére 
irányulhat, ezért többszöri tájékoztatás kérés esetén méltányos költségtérítést számolhatunk fel a 
tájékoztatás teljesítéséért cserébe.  

A személyes adatokhoz való hozzáférést úgy biztosítjuk, hogy az Ön azonosítását követően 
emailben juttatjuk el Önhöz a kezelt személyes adatokat és az információkat. 

Kérjük, hogy kérelmében jelölje meg, hogy a személyes adatokhoz kér hozzáférést, vagy az 
adatkezeléssel kapcsolatos információkat kéri. 

Helyesbítéshez való jog 

Ön jogosult arra, hogy kérésére késedelem nélkül helyesbítsük az Önre vonatkozó pontatlan 
személyes adatokat.  

Adatkezelés korlátozásához való jog 

Ön jogosult arra, hogy kérésére korlátozzuk az adatkezelést, ha az alábbiak valamelyike teljesül: 

- Ön vitatja a személyes adatok pontosságát, ez esetben a korlátozás arra az időtartamra 
vonatkozik, amely lehetővé teszi, hogy ellenőrizzük a személyes adatok pontosságát, ha az 
ellenőrzésre nincs szükség, akkor korlátozást sem alkalmazunk; 

- az adatkezelés jogellenes, és Ön ellenzi az adatok törlését, és ehelyett kéri azok 
felhasználásának korlátozását; 

- már nincs szükségünk a személyes adatokra a megjelölt adatkezelés céljából, de Ön igényli 
azokat jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez; vagy 

- Ön tiltakozott az adatkezelés ellen, de jogos érdekünk is megalapozhatja az adatkezelést, ez 
esetben amíg megállapításra nem kerül, hogy jogos indokaink elsőbbséget élveznek-e az Ön 
jogos indokaival szemben, az adatkezelést korlátozni kell. 

Ha az adatkezelés korlátozás alá esik, az ilyen személyes adatokat a tárolás kivételével csak az Ön 
hozzájárulásával, vagy jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez, vagy más 
természetes vagy jogi személy jogainak védelme érdekében, vagy az Unió, illetve valamely tagállam 
fontos közérdekéből lehet kezelni. 

Az adatkezelés korlátozásának feloldásáról előzetesen (legalább a korlátozás feloldását megelőző 3 
munkanappal) tájékoztatjuk Önt. 

 

Törléshez - elfeledtetéshez való jog 

Ön jogosult arra, hogy indokolatlan késedelem nélkül töröljük az Önre vonatkozó személyes 
adatokat, ha az alábbi indokok valamelyike fennáll: 

- a személyes adatokra már nincs szükség abból a célból, amelyből azokat gyűjtöttük vagy 
kezeltük; 

- Ön visszavonja hozzájárulását és az adatkezelésnek nincs más jogalapja; 
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- Ön tiltakozik a jogos érdeken alapuló adatkezelés ellen, és nincs elsőbbséget élvező jogszerű 
ok (azaz jogos érdek) az adatkezelésre,  

- a személyes adatokat jogellenesen kezeltük és ez a panasz alapján megállapítást nyert, 

- a személyes adatokat a ránk alkalmazandó uniós vagy tagállami jogban előírt jogi 
kötelezettség teljesítéséhez törölni kell. 

Ha bármely jogszerű oknál fogva nyilvánosságra hoztuk az Önről kezelt személyes adatot, és 
bármely fent megjelölt okból törölni vagyunk kötelesek azt, az elérhető technológia és a 
megvalósítás költségeinek figyelembevételével megtesszük az észszerűen elvárható lépéseket – 
ideértve technikai intézkedéseket – annak érdekében, hogy tájékoztassuk az adatokat kezelő más 
adatkezelőket, hogy Ön kérelmezte a szóban forgó személyes adatokra mutató linkek vagy e 
személyes adatok másolatának, illetve másodpéldányának törlését. Főszabályként az Ön személyes 
adatait nem hozzuk nyilvánosságra. 

A törlés nem alkalmazandó, amennyiben az adatkezelés szükséges: 

- a véleménynyilvánítás szabadságához és a tájékozódáshoz való jog gyakorlása céljából; 

- a személyes adatok kezelését előíró, a ránk alkalmazandó uniós vagy tagállami jog szerinti 
kötelezettség teljesítése (ilyen eset a számlázás keretében megvalósuló adatkezelés, mivel a 
számla megőrzését jogszabály írja elő), illetve közérdekből vagy az adatkezelőre ruházott 
közhatalmi jogosítvány gyakorlása keretében végzett feladat végrehajtása céljából; 

- jogi igények előterjesztéséhez, érvényesítéséhez, illetve védelméhez (pl.: ha Ön felé 
követelésünk áll fenn és azt még nem teljesítette, vagy fogyasztói, adatkezelési panasz 
intézése van folyamatban). 

Tiltakozáshoz való jog 

Ön jogosult arra, hogy a saját helyzetével kapcsolatos okokból bármikor tiltakozzon személyes 
adatainak jogos érdeken alapuló kezelése, vagy kutatási célú kezelése ellen. Ebben az esetben a 
személyes adatokat nem kezelhetjük tovább, kivéve, ha az bizonyítjuk, hogy az adatkezelést olyan 
kényszerítő erejű jogos okok indokolják, amelyek elsőbbséget élveznek az Ön érdekeivel, jogaival 
és szabadságaival szemben, vagy amelyek jogi igények előterjesztéséhez, érvényesítéséhez vagy 
védelméhez kapcsolódnak. 

Hordozhatósághoz való jog 

Amennyiben az adatkezelés szerződés teljesítéséhez szükséges, vagy az adatkezelés az Ön önkéntes 
hozzájárulásán alapul, Önnek joga van arra, hogy kérje, hogy az Ön által a részünkre megadott 
adatokat gépileg értelmezhető formában megkapja, amit xml, JSON, vagy csv formátumban 
bocsátunk az Ön rendelkezésére, ha ez technikailag megvalósítható, akkor kérheti, hogy az adatokat 
ebben a formában más adatkezelő számára továbbítsuk. 

Jogorvoslati lehetőségek 

Amennyiben Ön szerint megsértettük valamely, az adatkezelésre vonatkozó törvényi rendelkezést, 
vagy nem teljesítettük valamely kérelmét, akkor vélelmezett jogellenes adatkezelés megszüntetése 
érdekében a Nemzeti Adatvédelmi és Információszabadság Hatóság vizsgálati eljárását 
kezdeményezheti (levelezési cím: 1530 Budapest, Pf.: 5., e-mail: ugyfelszolgalat@naih.hu). 

Tájékoztatjuk emellett arról is, hogy polgári pert is indíthat bíróság előtt.  

 

 

7. Adatbiztonság 
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Az informatikai rendszerek működtetése során a szükséges jogosultságkezelési, belső szervezési és 
technikai megoldások biztosítjuk, hogy adatai illetéktelen személyek birtokába ne juthasson, 
illetéktelen személyek az adatokat ne tudják törölni, kimenteni a rendszerből, vagy módosítani. Az 
adatvédelmi és adatbiztonsági követelményeket érvényre juttatjuk adatfeldolgozóinkkal szemben 
is. 

Az esetleges adatvédelmi incidensekről nyilvántartást vezetünk, amennyiben szükséges, a felmerülő 
incidensekről tájékoztatjuk Önt. 

8. Egyéb rendelkezések 

Fenntartja a jogot, hogy jelen adatkezelési tájékoztatót az adatkezelés célját és jogalapját nem érintő 
módon módosítsuk.  

Amennyiben azonban a gyűjtött adatokkal kapcsolatban a gyűjtésük céljától eltérő célból további 
adatkezelést kívánunk végezni a további adatkezelést megelőzően tájékoztatjuk Önt az adatkezelés 
céljáról és az alábbi információkról: 

- a személyes adatok tárolásának időtartamáról, vagy ha ez nem lehetséges, akkor az 
időtartam meghatározásának szempontjairól; 

- azon jogáról, hogy kérelmezheti az Önre vonatkozó személyes adatokhoz való hozzáférést, 
azok helyesbítését, törlését vagy kezelésének korlátozását, és jogos érdeken alapuló 
adatkezelés esetén tiltakozhat a személyes adatok kezelése ellen, valamint a hozzájáruláson, 
vagy szerződéses kapcsolaton alapuló adatkezelés esetén kérheti az adathordozhatósághoz 
való jog biztosítását; 

- hozzájáruláson alapuló adatkezelés esetén arról, hogy a hozzájárulást Ön bármikor 
visszavonhatja, 

- a felügyeleti hatósághoz címzett panasz benyújtásának jogáról; 

- arról, hogy a személyes adat szolgáltatása jogszabályon vagy szerződéses kötelezettségen 
alapul vagy szerződés kötésének előfeltétele-e valamint, hogy az Ön köteles-e a személyes 
adatokat megadni továbbá, hogy milyen lehetséges következményeikkel járhat az 
adatszolgáltatás elmaradása; 

- az automatizált döntéshozatal tényéről (ha alkalmazott ilyen eljárás), ideértve a 
profilalkotást is, valamint legalább ezekben az esetekben az alkalmazott logikára és arra 
vonatkozóan érthető információkat, hogy az ilyen adatkezelés milyen jelentőséggel, és Önre 
nézve milyen várható következményekkel bír. 

Az adatkezelés csak ezt követően kezdődhető meg. Amennyiben az adatkezelés jogalapja 
hozzájárulás, az adatkezeléshez a tájékoztatáson felül Önnek hozzá is kell járulnia. 

Jelen Adatkezelési Tájékoztató [...]. napjától érvényes. 
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2. melléklet: Adatkezelési tevékenység nyilvántartás minta 

Kötelező tartalmi elemek Opcionális tartalmi elemek 

Kutatás adatai Érintett 
kategóriája 

Kezelt 
adatok 
köre 

Adatkezelés 
(kutatás) 
célja 

Adat 
felvétel 
helye 

Adattovábbítási 
címzettek 

Nemzetközi 
adattovábbítás esetén a 
megfelelő garanciák 

Tárolás 
időtartama 

Adatbiztonsági 
intézkedések 

Kutató neve:           

Kutató 
elérhetősége: 

          

Kutatás neve, 
témaszáma: 

          

 

 

 


